


Sextortion

What is sextortion?
Sextortion is a form of cybercrime where a cybercriminal threatens to expose compromising or explicit images, videos, or chats unless a victim complies with their demands. Sextortion can be committed by individuals or organized crime groups. Most often, victims are deceived through social engineering tactics on social media platforms, tricked into communicating with and sharing sensitive information with individuals they believe to be peers.

How does sextortion work?
Cyber criminals deceive victims by pretending to be their same age or a potential romantic interest. These criminals are often skilled manipulators and groom their victims into trusting them then prey on this trust. They generally initiate the sharing of explicit content then ask the victim to share explicit images or videos of themselves. Once in possession of sensitive information cyber criminals will threaten to expose the content to a victim’s friends and family unless the victim meets the demands which is usually a form of financial payment or additional explicit content.  

Once victims make the initial payment, the extortion often doesn't stop. Cyber criminals wait for a period then demand more money leveraging the same fear of exposure. This cycle can continue, leaving victims trapped in ongoing extortion schemes. These crimes are especially harmful as it preys on fear and shame, leading to severe emotional and psychological consequences for victims.  Additionally, these scams largely target teenagers. In many cases, victims feel isolated and unable to seek help due to the stigma associated with the extorted content.   

Who is a target of sextortion?
Anyone can be a victim of sextortion, but children and teenage boys are especially vulnerable. The FBI reports that victims of sextortion are typically males aged 14 to 17. The consequences of these crimes can be severe and have led to suicide. “From October 2021 to March 2023, the FBI and Homeland Security Investigations received over 13,000 reports of online financial sextortion of minors. This involved at least 12,600 victims, mostly boys, and tragically led to at least 20 suicides.” https://www.fbi.gov/contact-us/field-offices/nashville/news/sextortion-a-growing-threat-targeting-minors 

What can victims do?

What to do about the offender 
· Don't pay them. If you already have, stop paying them. 
· Paying them only leads to a demand for more money. 
· Stop all contact. 
· Block them and report to the whatever platform the communication is taken place on. 
· Don't delete any communication to/from them. 
· Screenshot the messages (not explicit imagery) 
Secure your digital accounts 
· Change your passwords on all social media accounts. 
· Update privacy settings and use two-factor authentication. 
Notify your local police. If you feel you can't do that, talk with someone about it. 
· A parent 
· An older sibling 
· A close friend 
· A teacher/counselor/coach 
Notify The CyberTipLine 
· https://report.cybertip.org  

Additional Resources

National Center for Missing & Exploited Children 
· Take It Down Tool 
· Tool: takeitdown.ncmec.org/ 
· PSA: youtube.com/watch?v=pAaXbBzVdJE  
· What to do: missingkids.org/theissues/sextortion 
· Request Victim/Family Support - email: gethelp@ncmec.org 
· Report to the CyberTipline and Survivor Services will reach out with additional resources: cybertipline.org 
National Crisis Hotline  
· Call 988 or Text 4HOPE to 741741 or https://www.crisistextline.org/ for access to a trained counselor. 
THORN  
· Stop Sextortion Get Help Now: stopsextortion.com 
· Text THORN to 741741 for access to a trained counselor. Parent resources: parents.thorn.org 
FBI 
· "How Can We Help You": https://www.fbi.gov/how-we-can-helpyou/safety-resources/scams-andsafety/common-scams-and-crimes/sextortion  

ICAC (Internet Crimes Against Children) 
· Task Force Contacts: https://icactaskforce.org/TaskForceContacts 
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